
POST ON BULLETIN BOARD 
DRILL STATUS GUARDSMAN POSITION 

VACANCY ANNOUNCEMENT 
194th Communication Flight, WASHINGTON 

AIR NATIONAL GUARD 
DSG ANNOUNCEMENT # 21-27

WASHINGTON AIR NATIONAL GUARD OPENING DATE: CLOSING 
DATE: 

POSITI
ON 
NUMBE
R: 

194 Communication Flight 
101 41ST Division Way Camp 
Murray, WA 98430 

6 August 2021 1 October 2021 102963834 

POSITION TITLE, GRADE, AFSC, FACILITY: 

Information Assurance, SSgt, AFSC: 3D073 Cross Training Opportunity! 

MINIMUM REQUIREMENTS FOR CONSIDERATION: 

EXAMPLES (be specific): 

1. Applicants need not possess the AFSC to apply or be considered for selection. Selected applicant must
Attain the 3DOX3 AFSC within 1 year of appointment action.

2. Must meet the Air Force physical fitness standards.
3. Must possess a current TOP SECRET security clearance.
SPECIALIZED EXPERIENCE: 

1. Ability to read, understand, interpret and administer Air Force Instructions (AFIs), laws, and directives.
2. Knowledge of computer network operations and AF network cyber surety practices.
3. Demonstrate ability to use, manage and deploy vulnerability scanning tools and IT compliance tools.
4. Plans, organizes, and directs cyberspace support activities and programs.
5. Ability to manage all phases of Risk Management Framework using DoD reporting tool(s).
6. Demonstrate a critical thinking process in troubleshooting computer networks.
7. Must demonstrate excellent interpersonal and communication skills, both orally and in writing at all

levels.
8. Must demonstrate excellent time management and planning skills.

OTHER REQUIREMENTS: 

1. Expected to attend all UTAs, Annual Field Training, and remain eligible for World Wide Deployments.
2. Supervise, conduct, and document section training; work with individuals to develop career goals and

personal plan.

AREA OF CONSIDERATION: 

All members of the Washington Air National Guard and those who are prior service and eligible to enlist in WA ANG. 

WORKING CONDITIONS: 

Work will normally be conducted inside and subject to 24 hour shift work. This position is worldwide deployable. 



SUMMARY OF DUTIES: (Note 2) 

INFORMATION 

1. If selectee is an AGR, assumption of position cannot be made until the Manning Change Request (MCR)
has been approved by NGB.

2. If this is a promotion announcement, but a change is required to the manning document – the promotion
package may not be submitted until the Manning Change Request (MCR) has been approved by NGB.

3. The unit POC for this announcement must submit a completed DSG Selection Package to the FSF/FSS
certifying validity of the interview and selection process

INSTRUCTIONS TO APPLICANTS 

APPLICATION REQUIREMENTS: (Note 3) 
1. Resume
2. vMPF records review
3. Current fitness test score
4. Letters of recommendation (optional)

EMAIL RESUME TO: 

craig.brown.10@us.af.mil 

OR SEND TO: 
194 CF 
Attn: Craig Brown 
101 41ST Division Way 
Camp Murray, WA 98430 
Fax: (253) 512-2597 or DSN: 370-2597 

EQUAL OPPORTUNITY: This position will be filled without regard to race, color, religion, age, 
gender, factor consideration, selection, and placement of applications. 

• Performs risk management framework security determination of fixed, deployed, and mobile information
systems (IS) and telecommunications resources to monitor, evaluate and maintain systems, policy and
procedures to protect clients, networks, data/voice and databases from unauthorized activity. Identifies
potential threats and manages resolution of communications security incidents.  Enforces national, DoD and
Air Force security policies and directives to ensure Confidentiality, Integrity, and Availability (CIA) of IS
resources. Conducts cybersecurity risk management framework assessments. Ensures enterprise
cybersecurity policies fully support all legal and regulatory requirements and ensures cybersecurity policies
are applied in new and existing IS resources.
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